E-Safety Quick Guide for Staff

Before using internet connected devices:

eSafe and
responsible
searching

sRefer to posters

eMake sure they
can take
screenshots

*Make sure they
have returned AUP

eThe same children
could always use
the same devices

eKeep the records
until July

Keep a
register of

Review e-
who has
what device

safety rules

eYou could use
remote desktop in
the ICT room

¢ All activity must
relate to the
objective

Monitor
children's

use
throughout
lesson



E-Safety Quick Guide for Staff

If an e-Safety incident occurs do the following:

*The device should
not be put back
Remove the until the incident
device from has been
student use investigated and

and record the the forms

device number submitted

eSecurely store the
device

eTake a screenshot
*Do not delete web
history until the
Collect incident has been
evidence investigated and
relevent evidence
has been recorded

Reference:
How to take a screen shot:
http://www.take-a-screenshot.org

For further information, refer to the whole school flowchart for dealing with e-Safety incidents.

eComplete entry in
the e-Safety
Incident Log

oTell the e-Safety
officer (Dan)

Report the

incident



Whitecote Prima ry School ( ceor [http:/www.ceop.gov.uk]

. L. Internet Watch Foundation [http://
flowchart for responding to e-safety incidents wWww.iwf.org.uk].

E-safety
incident
>

( lllegal material or activity found or suspected )

| | |
lllegal activity lllegal content  Child or young person at risk

Report to CEOP
(but police if risk of
immediate danger)

Report to Report to IWF
police and/or police

Secure and
preserve
evidence

Await police/
IWF/CEQOP
response

If no illegal material N illegal material or activity is
or activity is confirmed, allow police or relevant
confirmed, revert authority to complete their
to internal investigations, seeking advice
disciplinary from LA/LSCB on treatment
L procedures for staff y of offender/victim




